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Vorbemerkung

Der einleitend dargelegten Problemstellung des Gesetzentwurfs zufolge (S. 3f) zielt der Entwurf darauf
ab, die Vorgaben aus den fiir die Materie relevanten Entscheidungen des Bundesverfassungsgerichts
umzusetzen, was zu begriRen ist. Unter den in der Einleitung genannten Entscheidungen fehlt der
Beschluss zum hessischen Verfassungsschutzgesetz vom 17.07.2024 (1 BvR 2133/22). In der hiesigen
Stellungnahme werden auch die diesem Urteil zu entnehmenden Vorgaben beriicksichtigt, die an

einigen Stellen des Gesetzentwurfs zu Anderungsbedarf fiihren.

Im Ubrigen wird darauf hingewiesen, dass die hiesige Stellungnahme zu dem Gesetzentwurf
bestimmte Schwerpunkte setzt, wo entweder eine besondere Relevanz einer Abweichung von
verfassungsgerichtlichen Vorgaben gesehen wird oder eine besonders starke Auswirkung auf die

Rechte Betroffener.

Insgesamt ist bereits vorab zu begriiBen, dass der Gesetzentwurf an einigen Stellen deutliche
Verbesserungen aus der Perspektive der Betroffenen beinhaltet. Hier sind insbesondere die
Einflhrung einer gerichtlichen Kontrolle von besonders tief in Grundrechte eingreifenden MalRnahmen
gemeint und die Regelungen zu einer nachtraglichen Mitteilungspflicht an Betroffene. Dariliber hinaus

ist die Struktur des Gesetzes nachvollziehbar und lbersichtlich.
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Die nachfolgende Bewertung einzelner Vorschriften steht vor dem Hintergrund, dass ich einerseits
zuletzt an einigen Anhorungsverfahren zu Verfassungsschutzgesetz-Entwiirfen beteiligt war und
andererseits seit Jahren als Anwaltin Betroffene sicherheitsbehérdlicher MaRnahmen vertrete. Ich bin
daher mit der Rechtswirklichkeit aus der Sicht derjenigen vertraut, die direkt oder als Kontaktpersonen

Malinahmen des Verfassungsschutzes ausgesetzt sind und anschliefend um Rechtsschutz nachsuchen.

Hier sei bereits vorab darauf hingewiesen, dass die extensive Anwendung von Ausnahmen der
Verpflichtungen zur Auskunftserteilung und zur nachtraglichen Mitteilung Gber MalRnahmen ein reales
Problem darstellt. Betroffene werden verunsichert, wenn sie sichere Anhaltspunkte dafiir haben, dass
sie durch den Verfassungsschutz Uberwacht wurden, dariber unter Verweis auf pauschale
Geheimhaltungsgriinde jedoch keine Informationen erhalten. Eine Information Uber eine erfolgte
Ubermittlung ist dabei nicht nur zur Sicherung der Garantie eines effektiven Rechtsschutzes nach Art.
19 IV GG geboten, sondern auch, um solchen Verunsicherungen vorzubeugen, was dem Schutz des
Grundrechts auf informationelle Selbstbestimmung dient (BVerfGE 65, 1, 43 - Rn. 146: Gewahrleistung
des Wissens der Biirgerinnen und Blrger dariber, ,wer was wann und bei welcher Gelegenheit (iber

sie weill”).

Die Stellungnahme befasst sich aus Griinden der Kapazitit und Ubersichtlichkeit nicht mit allen

Anderungen, sondern gibt ausgewihlte Hinweise zu einzelnen Vorschriften.

Eine Beschaftigung mit den Regelungen zur G10-Kommission und dem Parlamentarischen
Kontrollgremium (§§ 94 ff) unterbleibt, da davon ausgegangen wird, dass hier auf Seiten des
anhorenden Gremiums aus der Praxis heraus ohnehin mehr Wissen vorhanden ist, als ich haben

konnte.

AuRerdem befasse ich mich nicht mit der Einfiihrung der IT-gestitzten Informationsanalyse (§ 69), weil
diese neue Materie ein eigenes Gutachten erfordern wiirde, das zu erarbeiten mir aus
Kapazitatsgriinden nicht moglich ist. Ich mochte nur darauf hinweisen, dass der Einsatz von IT-
Produkten mit hohem Aufwand bei eigener Entwicklung und mit enormen Sicherheitsrisiken bei der
Verwendung von nicht selbst entwickelten verbunden ist. Es ist daher schlecht nachvollziehbar, wieso
das Bundesland Schleswig-Holstein hier eines der ersten Bundesldnder sein will, das den Einsatz von

KI-Systemen durch den Verfassungsschutz erlaubt.

Zu den Vorschriften (§§ 6, 7, 8, 21, 22, 23, 25, 30, 32, 35, 36, 38, 39, 44, 46, 61, 64, 65, 66, 77, 78, 82,
84, 85, 88, 91) im Einzelnen:

1. § 6 Beobachtungsrelevante Bestrebungen und Tatigkeiten




Der Wortlaut des § 6 Abs. 2 (,Sie sind insbesondere gekennzeichnet durch ein aktives Vorgehen,
welches auf die Realisierung eines gegen diese Schutzgliter gerichteten politischen Ziels ausgerichtet
ist“) entspricht nicht den Vorgaben des Bundesverfassungsgerichts, das in seinem Urteil vom 26. April
2022, 1 BvR 1619/17, Rn. 18 explizit festgehalten hat, dass bloRe Kritik an Verfassungsgrundséatzen fir
die Annahme einer verfassungsfeindlichen Bestrebung nicht ausreicht, wenn sie nicht mit der
Ankiindigung von oder der Aufforderung zu konkreten Aktivitaten zur Beseitigung dieser Grundséitze
verbunden ist. Diese Formulierung des BVerfG ist deutlich enger als die des Gesetzentwurfs. Denn nach
der Formulierung des Gesetzentwurfs ,Realisierung eines gegen diese Schutzgiiter gerichteten
politischen Ziels" waren Aktivitditen mit dem Ziel einbezogen, Kritik zum Beispiel am staatlichen
Gewaltmonopol (Schutzgut nach § 8 Abs. 2 Nr. 6) zu adullern, die nicht auf dessen Beseitigung
ausgerichtet ist. Aus der Praxis gesprochen: Eine sich fiir den Klimaschutz engagierende Gruppe, die in
einem Transparent ein A mit einem Kreis versieht, bezieht sich damit auf die politische Strémung des
Anarchismus, hat aber sicher nicht die Beseitigung des Rechtsstaatsprinzips im Sinn — nach der
weiteren Formulierung in § 6 besteht aber die Gefahr, dass von einer Ausrichtung dagegen

ausgegangen wird.

2. § 7 Beobachtungsrelevanter Personenkreis

Der Gesetzentwurf ist hinsichtlich der Definitionen von Ziel- und Kontaktpersonen in § 7 nicht
kritikwirdig, es ist aber sinnvollerweise an dieser Stelle bereits darauf hinzuweisen, dass zwar in §§ 30,
48 notwendige Einschrankungen der Befugnisnormen vorgesehen sind, wenn Malnahmen gegen
Kontaktpersonen gerichtet werden sollen — es fehlt allerdings an entsprechenden Einschrankungen fur
Ubermittlungen nach Abschnitt 4. Hier sind Einschrankungen hinsichtlich Subsidiaritat und Bezug zum
Ziel der Ubermittlung (vgl. § 30 Abs. 2 S. 2) zu ergénzen. Dies muss insbesondere deshalb gelten, weil
nach § 7 Nr. 2 a) und b) jeder langere Kontakt und jede ndhere persénlich oder sogar geschéftliche
Beziehung ausreicht, um als Kontaktperson in den Fokus von MaRnahmen/Ubermittlungen des
Verfassungsschutzes zu geraten, so dass ein sehr weiter Personenkreis (zum Beispiel aus Familie und
Kollegium) einbezogen ist, der — bis auf den Kontakt zu der Zielperson — sicherlich zu weiten Teilen

keinen eigenen Bezug zu beobachtungsrelevanten Sachverhalten hat.

3. § 8 Bestrebungen gegen die freiheitliche demokratische Grundordnung

Es ist sehr zu begriRen, dass der Schleswig-Holsteinische Entwurf die Gelegenheit ergriffen hat, die
Definition der ,freiheitlich-demokratischen Grundordnung” im Sinne des NPD-Urteils vom 17.01.2017
(2 BvB 1/13, Rn. 534ff) zu &ndern.

4. § 21 Kernbereichsschutz




Der Wortlaut des § 21 Abs. 1 beinhaltet das Wort ,,unterbrechen. Es misste aber ,,abbrechen” heiRen.
Das Bundesverfassungsgericht hat in seiner Entscheidung zum SOG M-V (Beschluss vom 9.12.2022, 1
BVvR 1345/21, Rn. 113) unter Verweis auf frilhere Rechtsprechung (BVerfGE 141, 220 <279 Rn. 128>)
ausdricklich ein ,Abbruchgebot” formuliert. Das Verb ,Unterbrechen” ist im Vergleich zu dem Wort
»Abbrechen” schwacher. Um deutlich zu machen, dass es nur um die konkrete Situation und nicht die
Malinahme an sich gehen soll, sollte hierzu auf die Formulierung des BVerfG zuriickgegriffen werden:
yunter Fortsetzung de[r MaRnahme] die kernbereichsrelevante Kommunikation oder Interaktion

[abbrechen]” (Rn. 113).

Es fehlt auBerdem an Vorgaben dazu, was passieren muss, wenn versehentlich Informationen aus dem

Kernbereich privater Lebensgestaltung erhoben und nicht schriftlich festgehalten worden sind, so dass

eine Loschung, ein Unkenntlich Machen oder ein Vernichten im Sinne des § 21 Abs. 3 S. 1 nicht
stattfinden und daher auch nicht im Sinne des § 21 Abs. 3 S. 2 dokumentiert werden kdnnen. Auch in

den zusatzlichen Bestimmungen des § 38 Abs. 5 und 6 findet sich dazu nichts.

Das Bundesverfassungsgericht hat aber in der genannten Entscheidung zum SOG M-V in Hinblick auf
kernbereichsrelevante Informationen, die durch VE/VP erhoben wurden, zu diesem Thema folgendes
festgehalten (Beschluss vom 9.12.2022, 1 BvR 1345/21, Rn. 119): ,,Auch wenn nichts festgehalten
wurde, ist der Umstand, dass die Uberwachung durch eine Vertrauensperson oder eine verdeckt
ermittelnde Person in den Kernbereich privater Lebensgestaltung vorgedrungen ist, zu
dokumentieren. Zu dokumentieren ist insbesondere, wenn ein Einsatz [..] trotz erkannter
Kernbereichsrelevanz fortgesetzt wurde [...] Die Dokumentation muss fiir die spatere Kontrolle zur
Verfligung gestellt werden. Nach einem solchen Vorfall ist die Kernbereichsrelevanz der gesamten
UberwachungsmaRBnahme [..] erneut zu priifen und der Einsatz gegebenenfalls vollstindig zu

beenden.”

Die Dokumentationspflicht muss insoweit erganzt werden.

Aus den Vorgaben des Bundesverfassungsgerichts ergibt sich auBerdem, dass die Regelung des § 21
Abs. 1 S. 1, 2 zu weit ist, wonach MalBnahmen nur dann als unzuldssig bzw. abbruchwiirdig gelten,
wenn durch die MaRRnahme allein kernbereichsrelevante Informationen erhoben werden. Nach der
Rechtsprechung des Bundesverfassungsgerichts geht es darum, ob der Kernbereich an sich betroffen

ist. Auch eine MalRnahme, die ,,gemischte” Informationen erbringt, kann kernbereichsrelevant sein.

5. § 22 Anordnung von MaRnahmen durch die/den IM




Die Vorgabe der Beschrankung von Anordnungen und deren Verlangerungen auf drei Monate sollte
um eine Vorgabe zur Hochstzahl der Verlangerungen erganzt werden, um so genannte
Kettenanordnungen zu verhindern, bei denen die Voraussetzungen in der Praxis weniger intensiv

gepriift werden, als bei einer Neu-Anordnung.

6. § 23 Mitteilung an betroffene Personen

Unter Bezugnahme auf meine Vorbemerkung mochte ich zunéchst hervorheben, dass ich die Regelung

zur Mitteilung an betroffene Personen sehr begriRe.

Denn im Bereich der Tatigkeit der Verfassungsschutzbehorden ist die Erlangung von Rechtsschutz
gegen MaBnahmen des Verfassungsschutzes sehr schwierig, wenn neben denen aus dem G10-Gesetz
keine Benachrichtigungspflichten normiert sind. Betrachtet man die veroffentlichten Entscheidungen
der deutschen Verwaltungsgerichte zu einer gerichtlichen Kontrolle unterzogenen MalRnahmen von
Verfassungsschutzbehorden, erscheint es fast so, als wiirde der Verfassungsschutz Giberhaupt nur G10-
Malnahmen einsetzen und keine anderen MalRnahmen. Dies entspricht selbstverstdndlich nicht der
realen Arbeitsweise des Verfassungsschutzes. Verwaltungsgerichte werden aber deshalb nicht mit
anderen MaBnahmen befasst, weil die Betroffenen von diesen anderen Mallnahmen in der Praxis so
gut wie nie Kenntnis erhalten. Selbst wenn Betroffenen den Eindruck haben, entsprechenden
MaBnahmen ausgesetzt zu sein, sind Klagen regelmaRig unzuldssig, da sie mangels
Mitteilungen/Benachrichtigungen/Unterrichtungen ,ins Blaue“ hinein gegen verschiedene

Sicherheitsbehdrden erhoben werden missen und den Klagegegenstand nicht konkret bezeichnen

kénnen.

Daher ist die Normierung grundsatzlich geltender Mitteilungspflichten sehr begriiRenswert.

Allerdings sollte eine entsprechende Verpflichtung auch fiir weitere Ubermittlungen nach Abschnitt 4
gelten, nicht nur fiir die Ubermittlung an Private (§ 85 Abs. 3 S. 2). Besonders eine Ubermittlung an
auslandische Stellen kann zu sehr erheblichen Konsequenzen fiir Betroffene fiihren, vor denen sie

durch eine Mitteilung geschiitzt wiirden.

Problematisch ist auch, dass die kurzzeitigen MaRnahmen ausgenommen sind, die teilweise auch

umfangreiche Grundrechtseingriffe mit sich bringen kénnen (siehe dazu die Ausfiihrungen zu § 32).

Hinsichtlich der Einschrankung aus § 23 Abs. 2, wonach eine Mitteilung im Benehmen mit der Stelle,
an die Informationen (bermittelt wurden, erfolgen muss, sollte klar gestellt werden, dass ein
Negativvotum dieser Stelle nicht den Automatismus auslésen darf, dass eine Mitteilung nicht erfolgt,
sondern dass diesem nur gefolgt wird, wenn flir den Verfassungsschutz nachvollziehbar ist, dass

ansonsten MaRnahmen dieser Stelle gefahrdet sind (siehe Gesetzbegriindung S. 96).



Ergdnzt werden sollte auch, dass bei einem vollstdndigen Absehen von einer Mitteilung nach § 23 Abs.
3 immer eine gerichtliche Uberpriifung erfolgen muss, nicht nur bei besonders eingriffsintensiven

MaRnahmen (§ 35 Abs. 4).

7. § 25 Gewaltbegriff

Es wird angeregt, an die Definition den Passus ,, deren Erhaltung im 6ffentlichen Interesse geboten ist”

anzufigen.

8. § 30 Aligemeine Voraussetzungen

Die Vorschrift entspricht in Absatz 1 Nr. 1 ganz klar verfassungsgerichtlichen Vorgaben.

Sehr problematisch ist allerdings Nr. 2 soweit er ,gewalttatige Bestrebungen” betrifft, da hier nach
dem Wortlaut anders als in Nr. 1 keine tatsachlichen Anhaltspunkte fiir den Verdacht dieser

Bestrebung vorliegen missen. Dies ist nicht verfassungsgemald.

Abs. 4 weist dieselbe Problematik auf wie § 21 (Kernbereich), insoweit das Wort ,allein“ die
Einschrankung begleitet. Denn auch hier gilt, dass auch MaRnahmen, die ,gemischte” Informationen
von Berufsgeheimnistragerinnen und -tragern erbringt, insgesamt unzulassig sein missen, nicht nur

solche, die nur berufsgeheimnisbezogene Erkenntnisse erbringen.

9. § 32 MaRRnahmen ohne besondere Eingriffsintensitat

Entgegen der Uberschrift von § 32 kénnen die nach dem Wortlaut des Abs. 1 gemeinten MaRnahmen
durchaus von besonderer Eingriffsintensitat sein. Denn die ,Kurzzeitigkeit“ nach Satz 2 allein bedeutet
nicht, dass ein Eingriff auf jeden Fall nicht intensiv sein kann. Hinzu kommt, dass theoretisch gegeniber
derselben Zielperson dieselbe oder eine andere MalBnahme zwar nur kurze Zeit, aber dann (iber einen

langeren Zeitraum mehrmals angeordnet werden kdnnte.

Ausgangspunkt fiir die Feststellung der besonderen Eingriffsintensitat muss daher immer die konkrete
Maflnahme sein und nicht ihre Dauer. Nach den zeitlichen Vorgaben gilte eine Observation als
Malnahme ,ohne besondere Eingriffsintensitdat”, wenn jemand eine Woche lang jeden Tag drei
Stunden lang observiert wiirde — das kann aber sehr weitgehende Erkenntnisse erbringen. Dasselbe
gilt fir Kameras, Abhorvorrichtungen oder Standortdatenermittiungen (siehe dazu die Anmerkungen

zu § 44).

Dass Satz 2 als Regelfall ausgestaltet ist und Abs. 2 eine Dokumentationspflicht vorsieht, schrankt dies

—anders als die Gesetzesbegriindung meint — nicht ausreichend ein.



Die Norm an sich entspricht aufgrund der alleinigen Orientierung an der Dauer nicht den Vorgaben des
Bundesverfassungsgerichts. Flr das Bundesverfassungsgericht ist die Dauer nur ein Kriterium unter
mehreren, die die Eingriffsintensitit bestimmen (Urteil vom 26.04.2022, 1 BvR 1619/17, Rn. 191):
,Heimliche UberwachungsmaRRnahmen des Verfassungsschutzes kdnnen sehr intensive Eingriffe in
Grundrechte bewirken. Das gilt auch fiir UberwachungsmaRBnahmen, die nicht schon wie die Online-
Durchsuchung und die Wohnraumiberwachung fiir sich genommen eine besonders weitgehende
Erfassung der Personlichkeit zulassen, sondern im Vergleich zu einer polizeilichen Durchfiihrung von
geringerem Gewicht sind. Das FEingriffsgewicht der UberwachungsmaRnahmen einer
Verfassungsschutzbehdrde hangt auch dann insbesondere davon ab, wie weitgehend die
Personlichkeit erfasst werden kann, ob besonders private Informationen erlangt werden kénnen oder
ob berechtigte Vertraulichkeitserwartungen lGberwunden. [...] Dabei wird das Gewicht des Eingriffs
auch [Hervorheb. Unterzeichnerin] dadurch geprigt, wie lange die UberwachungsmaRnahme

andauert.”

§ 32 ist zu streichen oder andere Kriterien als die Dauer in die Definition aufzunehmen. Wenn § 32
nicht gestrichen wirde, missten neben weiteren Kriterien zur Berlcksichtigung der
Uberwachungsgesamtbilanz aufgenommen werden, dass dieser Paragraph nur greift, wenn es sich um

eine einzelne solche MaRnahme handelt.

10. § 35 Besondere Voraussetzungen

Auch in § 35, der die besonderen Voraussetzungen fiir besonders eingriffsintensive MaBhahmen

regelt, ist die Umsetzung verfassungsgerichtlicher Vorgaben nicht ganz gegliickt.

Nach dem Beschluss des Verfassungsgerichts zum hessischen Verfassungsschutzgesetz (1 BvR
2133/22, Rn. 155f) musste bei den Regelfillen nach Abs. 2 S. 2 Nr. 1ff, nach denen die besondere
Beobachtungsbedirftigkeit von Bestrebungen angenommen wird, klar gestellt werden, dass die

jeweiligen Handlungsweisen ,,zur Zielverfolgung” eingesetzt werden.

11. § 36 Richterliche Anordnung

Es ist sehr begriiBenswert, dass fiir eine Vielzahl von MaRnahmen mit dem neuen LVerfSch-Gesetz ein

Richtervorbehalt eingefiihrt werden soll.

Allerdings moéchte ich stark dafiir werben, an Stelle der Amtsgerichte die Verwaltungsgerichte mit der

neuen Aufgabe zu betrauen.



Dafir spricht vor allem deren bereits vorhandene Expertise in diesem Feld. Die Verwaltungsgerichte
waren bislang fir Klagen gegen den Verfassungsschutz beziiglich von MalRnahmen und unvollstandiger
Auskunftserteilung zustandig. Bei den ordentlichen Gerichten fehlt es an Expertise fir diese

besonderen Formen von Streitigkeiten.

Bei der Einfuhrung einer abdrangenden Sonderzuweisung an die ordentlichen Gerichte bestiinde auch
das grolRe Problem, dass zwar mit § 36 Abs. 3 S. 5 eine § 99 Abs. 1 S. 2 VwGO entsprechende Regelung
eingefiihrt wiirde, jedoch kein Verfahren nach § 99 Abs. 2. Ein fehlendes in-camera-Verfahren wiirde
zu einer Situation fihren, in der kein effektiver Rechtsschutz gewahrt werden koénnte. Dieselbe
Situation bestand vor Einflihrung des § 99 Abs. 2 VwGO bei den Verwaltungsgerichten und wurde dort
nach einer Bundesverfassungsgerichtsentscheidung durch die entsprechende Gesetzesianderung
beendet. Dies ware die logische Folge der Einflihrung einer Geheimhaltungsméglichkeit von Akten im
vorgesehenen Verfahren. Abgesehen davon stellt sich natirlich die Frage, wie die Amtsgerichte ihrer
Kontrollfunktion (iberhaupt gerecht werden kdnnten, wenn sie keine umfassende Kenntnis der

Vorgange erhielte, die Hintergrund der beantragten MaRRnahme sind.

Es kdme zudem zu Schwierigkeiten dadurch, dass sich eine Person, gegen die teilweise MaRnahmen
ohne Richtervorbehalt, teilweise mit Richtervorbehalt nach dem LVerfSchG und teilweise G10-
Malnahmen eingesetzt worden sind, parallel an das Verwaltungsgericht und an das Amtsgericht
wenden misste. Eine Parallelitdt entstlinde auch, wenn sich eine Zielperson einer Mallhahme gegen
den anordnenden Beschluss beim Amtsgericht beschweren wiirde und eine drittbetroffene Person
gegen dieselbe MaRnahme beim Verwaltungsgericht klagen wiirde. Das ist nicht nur aus Griinden der
Prozessokonomie abzulehnen, sondern auch weil es damit unterschiedliche Entscheidungen

verschiedener Gerichte zu derselben MalRnahme geben kénnte.

11. § 38 Einsatz von verdeckten Mitarbeiterinnen und Mitarbeitern

Zunachst ist hinsichtlich des vorgesehenen Verfahrens bei Kernbereichsrelevanz von MalRnahmen

nach § 38 Abs. 5 auf das zu § 21 hinsichtlich der Dokumentationspflicht Gesagte zu verweisen.

Hinsichtlich § 38 Abs. 3 ist anzumerken, dass das Verbot, intime oder vergleichbar enge persénliche
Beziehungen fortzufiihren, nahe legt, dass es kein Ausschlusskriterium fiir einen Einsatz von verdeckt
agierenden VS-Mitarbeiterinnen und Mitarbeitern sein soll, dass sie vor einem Einsatz gegen eine

Zielperson mit dieser eine Beziehung geflihrt haben. Das kann nicht zulassig sein.

Dennin diesem Fall wiirde ab dem Moment des Einsatzes auch Wissen aus der Beziehung bis zu diesem
Zeitpunkt abgeschopft. Wenn eine betroffene Person spater davon erfiihre, dass ihre friihere
Partnerschaft in eine spatere Ausspahung miindete, wiirde dies erhebliche psychische Erschiitterung

mit sich fiihren.



12. § 39 Einsatz von Vertrauenspersonen

Das zu dem Punkt ,Verbot des Fortfiihrens” Gesagte gilt genauso fir den Einsatz von VP, hat in diesem
Zusammenhang aber sicher noch starkere praktische Bedeutung. Denn anders als bei Mitarbeiterinnen
und Mitarbeitern des Verfassungsschutzes ist es bei VP sehr nahe liegend, dass sie vor ihrer
Beauftragung mit Zielpersonen in engerem Kontakt stehen. Hier ist der Fall, dass eine Beziehung
bestand und nach Beauftragung gegebenenfalls fortgefiihrt wird, ohne weiteres vorstellbar.
Vermutlich vor diesem Hintergrund ist auch die Vorgabe aus Abs. 5 S. 3 zu sehen, wonach aus
nachrichtendienstlichen Interessen entstandene oder entstehende Beziehungen nicht dazu genutzt
werden dirfen, die Personlichkeit der anderen Person in der Beziehung aus nachrichtendienstlicher
Motivation aufzuklaren. Allerdings ist diese , Verpflichtung”, die Beziehung nicht auszunutzen, eine
hohle Phrase — denn das menschliche Gehirn ist nicht so strukturiert, dass es zwischen Erkenntnissen,
die es ,privat” und , dienstlich” nutzt, klar differenzieren kann. Daher ist das Verbot der Fortfiihrung in
keinem Fall ausreichend. Es muss ausgeschlossen werden, Personen als VP zu verpflichten, die zu
einem friiheren Zeitpunkt eine intime oder vergleichbar engste Beziehung zu der Zielperson gefiihrt
haben. Insoweit lasst auch die Gesetzesbegriindung ein aus verfassungsrechtlicher Sicht
problematisches Verstandnis erkennen (S. 177): ,Satz 3 tragt dem Umstand Rechnung, dass
tatsachliche Liebesbeziehungen und allerengste Freundschaften in der beobachteten Szene der
Lebenswirklichkeit entsprechen, dies aber Auswirkungen auf den erforderlichen Kernbereichsschutz

hat.”

Dies ist hochgradig problematisch. Die zitierte Begriindung erweckt den Eindruck, dass eine Erhebung
kernbereichsrelevanter Informationen bewusst in Kauf genommen werden soll und anschlieRend
vermeintlich die problematischen Teile ,auszusondern”. Die Rechtsprechung des BVerfG untersagt
demgegeniiber bereits die Abschépfung kernbereichsrelevanter Informationen — unabhangig davon,
ob diese im Einzelfall fiir die Gefahrenabwehr oder Aufgabenerfillung nitzlich sein kénnten. Denn fir

das Bundesverfassungsgericht muss der Kernbereich privater Lebensgestaltung unangetastet bleiben.

Wenn der Kernbereich der Persodnlichkeit dadurch beriihrt wird, dass V-Personen ,tatsachliche
Liebesbeziehungen und allerengste Freundschaften” flhren und aus diesen Beziehungen
Informationen gewinnen, spricht dies daher von vornherein gegen die VerfassungsmaRigkeit eines

solchen Einsatzes.

Nach der bereits zu § 21 zitierten Entscheidung des Bundesverfassungsgerichts (Beschluss vom
9.12.2022, 1 BvR 1345/21, Rn. 119) sind MaRnahmen abzubrechen, sobald erkennbar wird, dass
kernbereichsrelevante Informationen anfallen (die bei einer Person, die zundchst eine ,engste
Beziehung” fiihrt und dann mit dem Verfassungsschutz zusammenarbeitet, naturgemall bereits

vorliegen), und organisatorisch wie praktisch sicherzustellen, dass entsprechende Informationen gar
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nicht erst erhoben werden. In der Konsequenz diirfen V-Personen zu Zielpersonen keine ,, tatsachlichen
Liebesbeziehungen” oder ,allerengsten Freundschaften” unterhalten und ebenfalls in der

Vergangenheit keine solchen Beziehungen gefiihrt haben.

Ein weiterer Kritikpunkt an der Regelung betrifft Abs. 6, die so genannte Erprobungsphase. Die
VerfassungsmaRigkeit der Erprobungsphase ,ab dem ersten Auftrag” nach Abs. 6 ist jedenfalls
zweifelhaft. Sechs Monate sind eine lange Zeit. Die Bezeichnung ,Auftrag” ist nicht eindeutig und
musste mindestens definiert werden. Es misste auch aufgenommen werden, wie weit zu erprobende
Personen eingesetzt werden dirfen und welche Art von Informationen von ihnen abgeschopft werden

dirfen.

13. § 44 Standortdaten-Ermittlung

Die Standortdatenermittlung ist schon bei den Ausflihrungen zu der Regelung zu ,kurzzeitigen
Malnahmen” gemaR § 21, die nach dem Gesetz als MaRnhahmen ,,ohne besondere Eingriffsintensitat”
eingeordnet werden, erwahnt worden. An ihrem Beispiel Iasst sich besonders deutlich machen, wieso

die , Kurzzeitigkeit” keine Gewahr dafiir bietet, dass die Eingriffsintensitat niedrig ist.

Dazu hat das Bundesverfassungsgericht Folgendes festgehalten (Beschluss vom 17.07.2024, 1 BvR
2133/22, Rn. 129f): ,,Da Standortdaten fir sich genommen nur eine begrenzte Aussagekraft haben, ist
das Eingriffsgewicht einer Standortermittlung regelmaRig erst dann erhéht, wenn — wegen der damit
verbundenen potentiell hohen Personlichkeitsrelevanz — die Erstellung eines Bewegungsprofils
moglich ist. Danach woége das Eingriffsgewicht nicht sehr schwer, wenn die Uberwachung auf
punktuelle MaBnahmen begrenzt ware (vgl. BVerfGE 162, 1). Denn wird ein Standort nur hdchst
vereinzelt ermittelt, lasst dies kaum relevante Riickschlisse auf personlichkeitsrelevantes Verhalten

zu. Das Eingriffsgewicht wird allerdings bereits dann nicht unerheblich erhoht, wenn punktuelle

MaBnahmen (ber einen ldngeren Zeitraum hinweg durchgefiihrt werden [Hervorheb.

Unterzeichnerin]. Denn so kann unter Umstdanden nach und nach doch ein Bewegungsprofil oder
Bewegungsbild der Person mit erhohter Personlichkeitsrelevanz zusammengestellt werden.
Umgekehrt kdnnen auch in sehr enger zeitlicher Taktung erfolgende Standortermittlungen, die tGber
einen kilrzeren Zeitraum erfolgen, das Eingriffsgewicht einer Malknahme erhéhen. Denn sie
ermoglichen die Erstellung eines detaillierten und fiir einen begrenzten Zeitraum nahezu vollstandigen
Bewegungsprofils, das unter Umstanden sehr genau liber den gewohnlichen Tagesablauf einer Person
Auskunft geben und insoweit eine potentiell hohe Personlichkeitsrelevanz haben kann. Einen schwer
wiegenden Eingriff begriinden jedenfalls MaRnahmen, mit denen der Standort einer Person sowohl im
engen Zeittakt [Hervorheb. Unterzeichnerin] als auch lber einen langeren Zeitraum hinweg ermittelt

werden kann. Dabei konnen grundsatzlich auch liickenhafte Bewegungsprofile einen

schwerwiegenden Eingriff mit hoher Persdnlichkeitsrelevanz darstellen [Hervorheb. Unterzeichnerin].
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Denn auch durch sie kdnnen Verhaltensweisen, Routinen, personliche Neigungen und Vorlieben relativ

zuverlassig Uberwacht werden.”

Es fehlt auBerdem an dem aus Griinden der VerhéltnismaRigkeit (siehe ebenda, Rn. 136) Verweis auf
§ 3 Abs. 2 S. 1 G 10-Gesetz, wonach eine Anordnung nur zuldssig ist, wenn die Erforschung des

Sachverhalts auf andere Weise aussichtslos oder wesentlich erschwert ware.

14. § 46 Einsatz technischer Mittel zur Wohnraumiiberwachung

Es wird angeregt zu prifen, ob im Bundesland Schleswig-Holstein eine entsprechende Befugnis, die in
ihrer Umsetzung erhebliche technische und personelle Kapazititen fordert und bei
verfassungsgemaller Anwendung nur in sehr seltenen Ausnahmefdllen zuldssig ist, tatsachlich
erforderlich ist. Das Bundesland Hamburg hat auf die entsprechende Einflihrung verzichtet
(Burgerschaft der Freien und Hansestadt Hamburg, Drs. 22/16037, S. 26): ,,Die gemaR Artikel 13 Abs.
4 des Grundgesetzes besonders hohen Anforderungen an die Wohnraumiberwachung durch den
Verfassungsschutz in der Auslegung des Bundesverfassungsgerichts — nur zur Gefahrenabwehr,
dringende Gefahr und Subsidiaritat gegeniber der polizeilichen Gefahrenabwehr — fiihren de facto,
trotz Anerkennung der Befugnis der Verfassungsschutzbehoérden zu solchen Eingriffen durch das
Bundesverfassungsgericht, zur nahezu ausnahmslosen Unmoglichkeit des Einsatzes dieser Mallnahme

durch den Verfassungsschutz. Die Befugnis wird daher aufgehoben.”

Das Bundesverfassungsgericht hat hinsichtlich einer verfassungsgemafen Regelung von
Rechtsgrundlagen hinsichtlich einer Wohnraumiiberwachung durch den Verfassungsschutz explizit auf
das Beispiel des § 9 Abs. 2 S. 1 BVerfSchG verwiesen (BVerfG 1 BvR 1619/17, Rn. 301), der lautet: ,Das
in einer Wohnung nicht 6ffentlich gesprochene Wort darf mit technischen Mitteln nur heimlich
mitgehort oder aufgezeichnet werden, wenn es im Einzelfall zur Abwehr einer gegenwartigen
gemeinen Gefahr oder einer gegenwartigen Lebensgefahr fiir einzelne Personen unerlaBlich ist und

geeignete polizeiliche Hilfe fiir das bedrohte Rechtsgut nicht rechtzeitig erlangt werden kann.”

Im Gegensatz dazu enthalt der Gesetzentwurf bei Nr. 2 keine Regelung der Subsidiaritat und lasst eine
Gefahr fiur Leib einer Person ohne den Bezug zu einem bestimmten Ausmal geniigen. Ohne eine solche

Bestimmung ist die Norm jedoch nicht verfassungsgemal.

15. § 61 Daten aus privaten Bildaufzeichnungen

Uber & 61 wird der Verfassungsschutzbehérde der Zugriff auf private Videoiiberwachungsanlagen

ermoglicht. Dies stellt eine Umgehung der Grenzen aus § 35 fir den eigenen Einsatz von
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Kameratechnik nach § 40 dar. Die Einschrankungen aus § 55 sind geringer als die aus § 35, daher nicht

ausreichend.

Private Videolberwachungsanlagen kdnnen auRerdem eine Vielzahl von Personen erfassen, weil sie
anders als Videotechnik im Rahmen eines konkreten Auftrags nicht an dem Ziel der Datenerhebung

orientiert aufgestellt werden.

Fiir die in Anspruch genommenen Privatpersonen stellen sich bei einer Anforderung ihrer Aufnahmen
durch den Verfassungsschutz aulRerdem schwierige Rechtsfragen, weil sie mit einer Weitergabe gegen

die Vorgaben des BDSG verstofRen (§ 4 Abs. 3 Satz 3 BDSG).

16. §§ 65, 66 Abs. 3, 71 zu Informationen zu Minderjdhrigen

Es ist nicht ersichtlich, wieso die Herabsetzung der Altersgrenze fiir eine zuldssige Ubermittlung von
personenbezogenen Daten auf 14 Jahre notwendig sein sollte. Die Einschrankungen fiir eine
Ubermittlung von Daten von Minderjdhrigen erscheinen nicht ausreichend, erst recht vor dem
Hintergrund, dass eine Ubermittlung an nicht-6ffentliche Stellen und auch ins (EU-)Ausland méglich
ist, wo dann eine Auslibung der Kontrolle tGber die weitere Verwendung der Daten nicht gewahrleistet
ist. Dies gilt insbesondere vor dem Hintergrund, dass empirisch belegt ist, dass der Lebensabschnitt
vor der Volljahrigkeit typischerweise von starken Veranderungen der Lebensumstdnde gepragt ist,

aufgrund derer sich auch die Personlichkeit sehr stark entwickeln und verandern kann.

17. § 66 Speicherungsdauer

Klarstellend ist in Abs. 1 zu ergdnzen, dass eine Erforderlichkeitspriifung nicht nur nach funf Jahren,

sondern auch bei jeder Einzelfallbearbeitung zu erfolgen hat.

18. §8§ 70ff Informationsiibermittlung

Grundsatzlich ist die Darstellung der Vorgaben aus der Rechtsprechung zur hypothetischen
Datenneuerhebung und dem so genannten Doppeltilrprinzip in der Einleitung zu dem Gesetzentwurf
und in der Gesetzesbegriindung richtig und zu unterstiitzen. Die Vorgaben sind aber leider in den
Einzelregelungen der §§ 77, 81, 82, 84, 85, 86 nicht an allen Stellen richtig umgesetzt worden. Zu
beachten ist hierbei, dass sowohl die gesetzlichen Ermachtigungen als auch die konkreten
UbermittlungsmaRnahmen den Anforderungen der VerhiltnisméaRigkeit geniigen missen (BVerfG 1

BVR 2133/22 Urt. 17.07.24, Rn. 250).
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19. § 77 Ohne nachrichtendienstliche Mittel erhobene personenbezogene Informationen

s

In § 77 Abs. 1 ist die Formulierung des Ubermittlungszwecks aufgrund der Verknipfung mit ,oder
nicht verfassungsgemall, es muss ,und” heilen. Es ist aulerdem zu kritisieren, dass damit auch die
Weitergabe von Daten aus Auskunftsverlangen nur zur reinen Aufgabenerfiillung ermoglicht wird, die
in diesem Gesetz nicht als nachrichtendienstliche Mittel definiert sind, obwohl es teilweise sehr

personliche Daten sein kdnnen.

20. § 78 mit nachrichtendienstlichen Mitteln erhobene personenbezogene Informationen

Es ist nicht nachvollziehbar, wieso in Abs. 2 Nr. 3 nicht wie in § 19 Abs. 3 Nr. 4 BVerfSchG Leib und
Freiheit nur bei erheblichen Gefahrdungen als besonders gewichtige Rechtsgiiter eingestuft werden.
Denn nach der Bundesverfassungsgerichtsrechtsprechung (Urteil vom 24. April 2013, 1 BvR 1215/07,
Rn. 203: Ersichtlich sind im Kontext dieser Norm unter Gesundheitsbeeintrachtigungen nur
schwerwiegende Gesundheitsverletzungen mit dauerhaften Folgen gemeint) wird dies mindestens in
die entsprechenden Vorschriften hineingelesen, da ware es anwenderfreundlicher dies auch gleich in

den Wortlaut aufzunehmen.

Abs. 3 Nr. 2 entspricht auch hinsichtlich der Einbeziehung von Straftaten, die im Héchstmal} mit einer
Freiheitsstrafe von nur fiinf Jahren bedroht sind, nicht der verfassungsgerichtlichen Rechtsprechung.
Hier fordert das Bundesverfassungsgericht einen Katalog und nicht nur eine abstrakte Beschreibung
der Straftaten — siehe im Beschluss vom 17.07.2024, 1 BvR 2133/22, Rn. 206 explizit: ,Bei der
Festlegung, welche Straftatbestdnde als besonders schwer gelten sollen, kann der Gesetzgeber
entweder auf bestehende Kataloge zu riickgreifen oder einen eigenen Katalog schaffen [...]. Eine
Generalklausel oder lediglich die abstrakte Verweisung auf Straftaten von besonderer Schwere reichen

hingegen nicht [Hervorheb. Unterzeichnerin] aus.”

Beide Punkte sind auch relevant fuir § 81, der in Abs. 1 Nr. 1 und 2 auf § 78 Abs. 2 und 3 verweist.

21. § 82 Ubermittlung an éffentliche Stellen zum administrativen Rechtsgiiterschutz

Hinsichtlich des Katalogs aus § 82 ist darauf hinzuweisen, dass nicht bei allen Zwecken anzunehmen
ist, dass sie so gewichtig sind, dass die Schranke einer Ubermittlung ,,zum Schutz der Rechtsgiiter”
ausreichend hoch ist, um nach dem System der hypothetischen Datenneuerhebung eine Weitergabe

von Informationen, die aus MaBnahmen mit besonderer Eingriffsintensitat stammen, zu rechtfertigen.

22. § 84 Ubermittlung an nichtéffentliche Stellen

In Bezug auf die Ubermittlung von durch den Verfassungsschutz erhobenen Daten an nichtéffentliche

Stellen ist vorab festzuhalten, dass solche Ubermittlungen in zweierlei Hinsicht problematisch sind.
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Prof. Roggan hat dies in einem Aufsatz (NVwZ 24, 193, 197) wie folgt dargestellt: Zum einen kénnen
nichtoffentliche Stellen Betroffene ,,empfindlich beeintrachtigen, etwa durch die Vorenthaltung von
Leistungen, auf die diese Person fiir ihre Lebensgestaltung angewiesen ist, oder durch den Ausschluss
aus sozialen Zusammenhdngen mit hoher Bedeutung fiir die Personlichkeitsentfaltung. Darlber
hinausgehend ist zu berlicksichtigen, dass der Staat mit dem Verlassen seiner Sphare auch die

Herrschaft bzw. exklusive Kontrollmoglichkeit Gber die Daten verliert.”

Vor diesem Hintergrund sollte eine entsprechende Ubermittlung ebenfalls an das Vorliegen einer
zumindest konkretisierten Gefahr fiir ein Rechtsgut im Sinne des 78 Abs. 2 geknlipft werden. Dies ist

bei den Varianten des Abs. 1 Nr. 2 und 3 nicht der Fall.

Die Verwendungsbeschrankung des Abs. 2 verfolgt zwar den richtigen Zweck, ist aber dadurch, dass
keine Kontroll- und Sanktionsmechanismen zur Verhinderung von VerstoRen vorgesehen sind, nicht

ausreichend.

Durch die Ubermittlung an nichtéffentliche Stellen gibt der Staat die Daten aus der Hand und kann

mangels Kenntnis von dem weiteren Umgang mit den Daten keine effektive Kontrolle ausiiben.

23. § 85 Ubermittlung an auslindische Stellen

Die beiden letzteren Punkten gelten auch fiir die Ubermittlung an auslandische Stellen — auch hier ist
die Verwendungsbeschrankung aus Abs. 2 weder kontrollier- noch sanktionierbar, wenn dagegen

verstoRen wird. Die Daten sind aus der Hand gegeben und fihren ein Eigenleben.

Auf die —vor diesem Hintergrund besonders dringende — Notwendigkeit einer Mitteilung an Betroffene

wurde bereits in Bezug auf § 23 eingegangen.

Eine Einhaltung des ,Doppeltiir“-Prinzips leidet bei den auslandischen wie bei den nicht-6ffentlichen
Stellen daran, dass auf Seiten der Empfangerbehdrde in diesen Fallen gar keine , Tlren” existieren
(private Stellen) oder die ,Tiren” nach ganz anderen Mechanismen als dem deutschen

Verfassungsrecht funktionieren (auslandische Stellen).

24. § 88 Weiterverarbeitung personenbezogener Informationen durch die empfangene Stelle

Es ist ausdriicklich zu begriRen, dass nach § 88 Abs. 4 eine Erweiterung des Auskunftsrechts in Fallen
von nachteiligen Folgen einer Ubermittlung vorsieht. Es wiére sinnvoll, hier die Ausnahmeregelungen
starker zu begrenzen und damit sicher zu stellen, dass diese richtige Ergdnzung nicht ins Leere lauft.
Jedenfalls sollte eine Evaluierung der praktischen Anwendung dieser neuen Regelung, gegebenenfalls

im Rahmen der unabhadngigen Datenschutzkontrolle, erfolgen.
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25. § 91 Datenschutzrechtliche Auskunftserteilung

Die neu eingeflihrte Einschrankung der Auskunftsverpflichtung ist hingegen klar abzulehnen. Die
EinfUhrung einer Darlegungspflicht der Auskunftsersuchenden zum ,rdumlichen Bezug” zu Schleswig-
Holstein stellt Hirden auf, die das Geltendmachen dieses Rechts deutlich erschwert. Nach der
Gesetzesbegriindung soll dies ,einem willkirlichen Gebrauch bzw. Missbrauch von
datenschutzrechtlichen Auskiinften vorbeugen® (S. 173), wobei nicht erldutert wird, worin willkiirlicher
Gebrauch oder Missbrauch bestehen konnten. Gerade in der heutigen Zeit, in der viele Menschen sehr
mobil sind und politische Betatigung vielfaltig auch im virtuellen Raum stattfindet, ist nahe liegend,
dass der Verfassungsschutz Schleswig-Holstein auch Personen erfasst, die nicht dauerhaft dort
aufhaltig sind. Wenn nun aber Personen, die zum Beispiel nur kurzfristig dort politisch aktiv waren,
ohne in Schleswig-Holstein zu wohnen, nur dann Auskunft erhalten kdnnen, wenn sie dies offenlegen,

werden sie quasi zur Informationsweitergabe an den Verfassungsschutz gezwungen.

Um eine solche Regelung notwendig zu machen, miisste mindestens dargelegt werden, wieso gerade
solche Personen ohne offenbaren raumlichen Bezug willkiirlich Auskunftsverfahren ge- oder

missbrauchen.

AbschlieBend wird dafiir pladiert, bei der Ausnahmeregelung der Abs. 3 deutlich zu machen, dass es
sich um eine Ermessensentscheidung handeln muss. Sinnvoll wéare auch, bereits im Gesetzestext durch
eine zeitliche Vorgabe deutlich zu machen, dass das Geheimhaltungsbediirfnis um so geringer wird, je
langer die Erhebung der MaRnahme zurlick liegt bzw. je dlter das erhobene Datum ist. Die Erfahrung
aus der Praxis zeigt leider, dass Verfassungsschutzbehoérden die Ausnahmetatbestande haufig sehr

extensiv auslegen und auch hinsichtlich sehr alter Daten eine Beauskunftung verweigern.
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